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ELECTRONIC DEVICE AND METHOD OF
TRANSMITTING CONTENT ITEM

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is based upon and claims the benefit of
priority from prior Japanese Patent Application No. 2011-
189374, filed Aug. 31, 2011, the entire contents of which are
incorporated herein by reference.

FIELD

Embodiments described herein relate generally to a con-
tent transmission technique configured to transmit a content
item a copyright of which requires protection through a trans-
mission path such as a local area network (LAN) or the like.

BACKGROUND

In recent years, electronic devices capable of handling a
digitalized video or audio such as personal computers and
smartphones have become widespread. An electronic device
of this type generally incorporates therein a data communi-
cation function, and is capable of transmitting/receiving
audio-visual (AV) content between itself and other electronic
devices.

On the other hand, among the AV content items, there are
quite a number of content items the copyright of which
requires protection by, for example, limiting duplication.
Accordingly, various contrivances configured to transmit/re-
ceive AV content items between a plurality of electronic
devices while effecting copyright protection have hitherto
been proposed.

As a system configured to protect a visual copyright, for
example, the high-bandwidth digital content protection sys-
tem (HDCP) is known. Further, as a system configured to
protect an audio copyright, for example, the serial copy man-
agement system (SCMS) is known. The HDCP is a system
involving encryption of data to be copyright-protected, and
the SCMS is a system involving no encryption of data to be
copyright-protected. Accordingly, regarding the video and
audio included in one AV content item, although the object of
copyright protection is common to both of them, a case where
they differ from each other in degree of countermeasure to be
required as copyright protection, such as a case where encryp-
tion is required of one of them, whereas so far as encryption
is not required of the other one is conceivable.

Incidentally, heretofore, only one copyright protection sys-
tem has been adopted to transmit one AV content item to one
transmission path, and adopting a plurality of copyright pro-
tection systems to transmit one AV content item to one trans-
mission path has not totally been conceived. Accordingly, for
example, it has been necessary to subject even the audio of
which so far as encryption is not required to encryption to be
required of only the video. In such a case, however, in the
electronic device on each of both the transmission side and
reception side of the AV content, a useless increase in cost
resulting from incorporating therein a module (which is origi-
nally unnecessary) configured to encrypt/decrypt the audio is
brought about.

BRIEF DESCRIPTION OF THE DRAWINGS

A general architecture that implements the various features
of the embodiments will now be described with reference to

10

20

25

30

35

40

45

65

2

the drawings. The drawings and the associated descriptions
are provided to illustrate the embodiments and not to limit the
scope of the invention.

FIG. 1 is an exemplary view showing a system configura-
tion of a copyright-protected content transmission system
according to a first embodiment.

FIG. 2 is an exemplary flowchart showing operation pro-
cedures on the content transmitter side of the copyright-pro-
tected content transmission system of the first embodiment.

FIG. 3 is an exemplary flowchart showing procedures of
video encoding processing to be executed by the content
transmitter of the copyright-protected content transmission
system of the first embodiment.

FIG. 4 is an exemplary flowchart showing procedures of
audio encoding processing to be executed by the content
transmitter of the copyright-protected content transmission
system of the first embodiment.

FIG. 5 is an exemplary flowchart showing procedures on
the content receiver side of the copyright-protected content
transmission system of the first embodiment.

FIG. 6 is an exemplary flowchart showing procedures of
video decoding processing to be executed by the content
receiver of the copyright-protected content transmission sys-
tem of the first embodiment.

FIG. 7 is an exemplary flowchart showing procedures of
audio decoding processing to be executed by the content
receiver of the copyright-protected content transmission sys-
tem of the first embodiment.

FIG. 8 is an exemplary view showing functional blocks of
atransmission function of a content item provided with copy-
right protection, the transmission function being incorporated
in the content transmitter of the copyright-protected content
transmission system of the first embodiment.

FIG. 9 is an exemplary view showing a system configura-
tion of a copyright-protected content transmission system
according to a second embodiment.

FIG. 10 is an exemplary view showing functional blocks of
atransmission function of a content item provided with copy-
right protection, the transmission function being incorporated
in a content transmitter of the copyright-protected content
transmission system of the second embodiment.

DETAILED DESCRIPTION

Various embodiments will be described hereinafter with
reference to the accompanying drawings.

In general, according to one embodiment, an electronic
device includes a content transmitter. The content transmitter
is configured to output a content item including first data and
second data to one transmission path, by applying a first
copyright protection system to copyright protection of the
first data and applying a second copyright protection system
to copyright protection of the second data. The first copyright
protection system involves encryption of data to be copyright-
protected. The second copyright protection system involves
no encryption of data to be copyright-protected.

First Embodiment

First, a first embodiment will be described below.

FIG. 1 is an exemplary view showing a system configura-
tion of a copyright-protected content transmission system
according to this embodiment.

As shown in FIG. 1, the copyright-protected content trans-
mission system of this embodiment is constituted of a content
transmitter 1, content receiver 2, and audio reproducer 3. It is
assumed that the content transmitter 1 and the content
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receiver 2 are connected to each other by, for example, a
wireless LAN (Wi-Fi) of IEEE 802.11, and the content
receiver 2 and the audio reproducer 3 are connected to each
other by, for example, S/PDIF.

The content transmitter 1 is, for example, a personal com-
puter (PC), encodes the content item (video to be output to a
display or the like, and audio to be output to a speaker or the
like), and thereafter transmits the encoded content item to the
content receiver 2 by Wi-Fi.

The content receiver 2 is, for example, a TV receiver,
decodes the (encoded) content item received from the content
transmitter 1, and displays the video on a screen. Regarding
the audio, it is output, after this decoding, from a speaker
incorporated in the content receiver 2 or the audio reproducer
3 via S/PDIF.

The data format of the content item to be transmitted
between the content transmitter 1 and content receiver 2 is, for
example, the MPEG2-TS format, and the transmission pro-
tocol is, for example, the real-time transport protocol (RTP).
Further, the copyright-protected content transmission system
of'this embodiment applies, for example, the high-bandwidth
digital content protection system (HDCP) 2.0 or a succeeding
standard of the HDCP 2.0 as the copyright protection system
(first copyright protection system) configured to protect the
video ES, and applies, for example, the serial copy manage-
ment system (SCMS) as the copyright protection system (sec-
ond copyright protection system) configured to protect the
audio ES. That is, in transmitting one content item through
one transmission path, the copyright-protected content trans-
mission system of this embodiment applies a plurality of
copyright protection systems to the one content item.

First, with reference to FIG. 2, operations on the content
transmitter 1 side among procedures in the copyright-pro-
tected content transmission system of this embodiment from
transmission of the video and audio to be carried out by the
content transmitter 1 to reproduction of the video and audio to
be carried out by the content receiver 2 will be described
below.

After the power supply of the content transmitter 1 is
turned on, when a content transmission application (program)
is activated by a user operation, the content transmitter 1
attempts to achieve connection to the content receiver 2 via
Wi-Fi. When the connection to the content receiver 2 is estab-
lished (block A1), the content transmitter 1 executes process-
ing of authentication and key exchange conforming to the
HDCP 2.0 between itself and the content receiver 2 (block
A2). Thereby, the encryption key for the video ES to be used
when the content item provided with copyright protection
(content item the copyright of which requires protection) is
transmitted, and part (r,,) of the initial vector (IV) are deter-
mined.

The content transmitter 1 starts encoding of the video to be
output to a display or the like, and audio to be output to a
speaker or the like (block A3). Regarding details of the encod-
ing processing of the video, and encoding processing of the
audio, a description will be given later by using FIG. 4 and
FIG. 5. For example, when a content item provided with
copyright protection, and written to a DVD is being repro-
duced by using, for example, a DVD player application or the
like (YES in block A4), the content transmitter 1 sets a copy
protection (CP) flag as determination of whether or not to
require copyright protection (block A5). It should be noted
that here the specification stating that the content item to be
transmitted should be reproduced by the content transmitter
1, and the reproduced content item should be re-encoded and
transmitted to the content receiver 2 is made the premise, and
hence although it is determined whether the CP flag is set or

15

20

30

40

45

4

clear on the basis of presence/absence of reproduction of the
DVD for the sake of simplification, copyright protection
information embedded in the DVD itself may also be added to
the determination criterion.

Immediately after the activation of the content transmis-
sion application, either when the CP flag is cleared or set
(YES in block A6), the content transmitter 1 generates a
program map table (PMT) describing a PID of each of the
video ES and audio ES (block A7) and, further when the CP
flag is set (YES in block A8), the content transmitter 1 inserts
a registration_descriptor specified by the HDCP 2.0 in the
PMT (block A9). The content transmitter 1 inserts an
MPEG2-TS packet including the generated PMT in the con-
tent data to be transmitted to the content receiver 2. The PMT
may also be generated at intervals of a predetermined period
such as one second or the like in order to confirm stream
information on the content receiver 2 side, and may be
inserted in the content data. The PMTs generated by the above
operation are of the same data as long as the CP flag is not
toggled.

Subsequently, the content transmitter 1 generates content
data of the MPEG2-TS format by the multiplexing (MUX)
processing by using content data of the PES format generated
by video encoding and audio encoding to be described later
(block A10), and transmits the generated content data to the
content receiver 2 according to the RTP (block A11). While
the content transmission application is operated, the content
transmitter 1 repeats the above-mentioned operations in
sequence.

FIG. 3 is an exemplary flowchart showing procedures of
video encoding processing.

The content transmitter 1 first encodes, in the PES format,
the video output to the display or the like in accordance with
a codec such as the H.264 or the like (block B1).

When the CP flag is set (YES in block B2), the content
transmitter 1 determines inputCtr,streamCtr specified by the
HDCP 2.0 which is part of the initial vector, and generates
PES_private_data specified also by the HDCP 2.0 (block B3).
Next, the content transmitter 1 combines the determined
inputCtr,streamCtr, and the encryption key and part (r,,) of
the initial vector generated by the key exchange processing
(block A2) with each other to set the encryption key and initial
vector (block B4). The content transmitter 1 encrypts the PES
payload according to the AES-CTR system employed in the
HDCP 2.0 (block B5), and inserts the generated PES_private-
_data in the PES header (block B6). Further, the content
transmitter 1 outputs the generated video PES to the MUX
(block B7). While the content transmission application is
operated, the content transmitter 1 repeats the above-men-
tioned operations in sequence.

FIG. 4 is an exemplary flowchart showing procedures of
audio encoding processing.

The content transmitter 1 first encodes, in the PES format,
the audio output to the speaker or the like in accordance with
a codec such as the AAC or the like (block C1). The content
transmitter 1 outputs the generated audio PES to the MUX
(block C2). While the content transmission application is
operated, the content transmitter 1 repeats the above-men-
tioned operations in sequence.

It should be noted that when Wi-Fi connection is carried
out in accordance with the WPA system or the like, the part on
the transmission path is encrypted although it is not encrypted
as the audio PES, and the content data is transmitted. That is,
in this case, the whole content data of the MPEG2-TS format
including the audio ES is encrypted.

Next, with reference to FIG. 5, operations on the content
receiver 2 side among procedures in the copyright-protected
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content transmission system of this embodiment from trans-
mission of the video and audio to be carried out by the content
transmitter 1 to reproduction of the video and audio to be
carried out by the content receiver 2 will be described below.

After the power supply of the content receiver 2 is turned
on, when switching of the mode to the content transmission
mode is carried out by a user operation, the content receiver 2
waits for connection thereto from the content transmitter 1 via
Wi-Fi to be carried out. When a connection request from the
content transmitter 1 is received, and the connection to the
content transmitter 1 is established (block D1), the content
receiver 2 executes the processing of authentication and key
exchange conforming to the HDCP 2.0 between itself and the
content transmitter 1 (block D2). Thereby, the encryption key
for the video ES to be used when the content item provided
with copyright protection is transmitted, and part (r, ) of the
initial vector are determined.

The content receiver 2 starts decoding of the video and
audio (block D3). Regarding details of the decoding process-
ing of the video, and decoding processing of the audio, a
description will be given later by using FIG. 6 and FIG. 7.

The content receiver 2 receives the content data transmitted
from the content transmitter 1 according to the RTP (block
D4), and analyzes the PMT (block D5). When a registration-
_descriptor is included in the PMT (YES in block D6), the
content receiver 2 sets the CP flag (block D7) and, on the other
hand, when a registration_descriptor is not included in the
PMT (NO in block D6), the content receiver 2 clears the CP
flag (block D8). The content receiver 2 subjects the MPEG2-
TS packet to filtering by using stream information obtained
by analyzing the PMT to thereby DEMUX (separate) the
video ES, and audio ES from the content data (block D9).
While the content item is transmitted from the content trans-
mitter 1, the content receiver 2 repeats the above-mentioned
operations in sequence.

FIG. 6 is an exemplary flowchart showing procedures of
video decoding processing.

When the video ES is input by the above DEMUX opera-
tion (block E1), the content receiver 2 analyzes the PES
header (block E2). When the CP flag is set, and a PES_pri-
vate_data is included therein (YES in block E3), the content
receiver 2 acquires the PES_private_data (block E4), and
combines the inputCtr,StreamCtr extracted from the
PES_private_data, a decryption key for the video ES gener-
ated by the key exchange processing, and part (r;,) of the
initial vector with each other to set the decryption key and
initial vector (block ES5). Further, the content receiver 2
decrypts the encrypted PES payload according to the AES-
CTR system employed in the HDCP 2.0 (block E6).

Subsequently, the content receiver 2 decodes the content
data ofthe PES format (block E7), and outputs the video to the
display or the like (block E8). While the content item is
transmitted from the content transmitter 1, the content
receiver 2 repeats the above-mentioned operations in
sequence.

FIG. 7 is an exemplary flowchart showing procedures of
audio decoding processing.

When the audio ES is input by the DEMUX operation
(block F1), if the CP flag is set (YES in block F2), the content
receiver 2 sets “copy never” as copy control information of
the SCMS (block F3) and, on the other hand, if the CP flag is
clear (NO in block F2), the content receiver 2 sets “copy free”
as copy control information of the SCMS (block F4). That is,
in the copyright-protected content transmission system of this
embodiment, the registration_descriptor (configured to
notify whether or not to require copyright protection of the
video) specified by the HDCP 2.0 which is the first copyright
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6

protection system to be applied to copyright protection of the
video is utilized also as information configured to notify
whether or not to require copyright protection of the audio to
which the SCMS that is the second copyright protection sys-
tem is applied.

Subsequently, the content receiver 2 decodes the content
data of the PES format (block F5), and outputs the decoded
content data to the audio reproducer 3 together with the set
copy control information (block F6). While the content item
is transmitted from the content transmitter 1, the content
receiver 2 repeats the above-mentioned operations in
sequence.

The audio reproducer 3 outputs the audio data received
from the content receiver 2 to the speaker or the like, and
further carries out copy control of the audio in accordance
with the copy control information received from the content
receiver 2.

As described above, the copyright-protected content trans-
mission system of this embodiment applies a plurality of
copyright protection systems to one content item. As has been
exemplified in the above description, when the HDCP 2.0 is
applied to copyright protection of the video, and the SCMS is
applied to copyright protection of the audio, it is possible on
the content transmitter 1 side to make a module (125) config-
ured to encrypt/decrypt the audio unnecessary as shown in
FIG. 8 under the condition that encryption of the video is
required. Likewise, on the content receiver 2 side too, it is
possible to make a module configured to encrypt/decrypt the
audio unnecessary. That is, the copyright-protected content
transmission system of this embodiment realizes the trans-
mission function of the content item provided with copyright
protection at a low cost.

It should be noted that in the above description, although an
example in which presence/absence of the registration_de-
scriptor specified by the HDCP 2.0 (to be applied to the video)
is utilized as copy control of the audio (applying the SCMS)
has been shown, copy control information may be notified
from the content transmitter 1 to the content receiver 2 by
communication based on the real time streaming protocol
(RTSP) or the like either when the CP flag is cleared imme-
diately after the content transmission application is started on
the content transmitter 1 side or when the CP flag is set. The
content receiver 2 switches copy control information to be
output to the audio reproducer 3 in accordance with the
received copy control information.

Further, here, although the copy control information is
treated as only one of “copy never” and “copy free”, a case
where “copy once” is handled is conceivable depending on
the content item to be reproduced on the content transmitter 1
side.

Second Embodiment

Next, a second embodiment will be described below.

FIG. 9 is an exemplary view showing a system configura-
tion of a copyright-protected content transmission system
according to this embodiment.

The second embodiment differs from the first embodiment
in that the video and audio are transmitted from a content
transmitter 1 to different transmission destination devices
separate from each other. As shown in FIG. 9, in the copy-
right-protected content transmission system of this embodi-
ment, the content transmitter 1 transmits the video to a first
content receiver 2a, and transmits the audio to a second con-
tent receiver 2b. The first content receiver 2a is, like the first
embodiment, for example, a TV receiver, and the second
content receiver 2b is, for example, an AV amplifier.
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Operations of the content transmitter 1 of this embodiment
are basically identical to the operations of the content trans-
mitter 1 of the first embodiment. However, the operations of
the content transmitter 1 of this embodiment differ from those
of the first embodiment in the following points.

(a) that connection is established respectively between
itself and the first content receiver 2a, and between itself and
the second content receiver 24

(b) that authentication/key-exchange processing of the
HDCP 2.0 is unnecessary between itself and the second con-
tent receiver 24

(c) that each content data item to be transmitted to the first
content receiver 2a, and each content data item to be trans-
mitted to the second content receiver 25 is generated in the
MPEG2-TS format, only the video ES is included, as the ES,
in the content data to be transmitted to the first content
receiver 2a, and only the audio ES is included, as the ES, in
the content data to be transmitted to the second content
receiver 2b

Further, operations of each of the first content receiver 2a,
and second content receiver 25 of this embodiment are basi-
cally identical to the operations of the content receiver 2 of the
first embodiment. However, the operations of the first content
receiver 2a, and second content receiver 25 of this embodi-
ment differ from those of the content receiver 2 of the first
embodiment in that the first content receiver 2a outputs only
the video, and the second content receiver 25 outputs only the
audio.

In the copyright-protected content transmission system of
this embodiment in which the transmission destination of the
video and audio transmitted from the content transmitter 1 is
separated into the first content receiver 2a and second content
receiver 2b, too, it is possible, on the content transmitter 1
side, to make a module (125) configured to encrypt/decrypt
the audio unnecessary as shown in FIG. 10 by applying a
plurality of copyright protection systems to one content item.
Itis possible to generate content data including only the video
ES as the ES, and content data including only the audio ES as
the ES by providing, for example, a switch 14 configured to
selectively supply one of the video and audio to a multiplexer
module (MUX) 13. The switch 14 may also be configured in
such a manner that the switch 14 can be derive-controlled to
supply both the video and audio to the multiplexer module
MUX) 13.

Further, it is also possible, on the first content receiver 2a
side, to make a module configured to encrypt/decrypt the
audio unnecessary. Furthermore, it is possible; on the second
content receiver 25 side, to eliminate the existence itself of the
module for encryption/decryption. That is, the copyright-
protected content transmission system of this embodiment
also realizes the transmission function of the content item
provided with copyright protection at a low cost.

Notification of copy control information about the audio
from the content transmitter 1 to the second content receiver
2bh may be carried out by including the registration_descriptor
in the PMT of the content data to be transmitted from the
content transmitter 1 to the second content receiver 25 or may
be carried out by communication based on the RTSP or the
like.

In the case where the registration_descriptor is included in
the PMT, the second content receiver 25 sets the CP flag when
the registration_descriptor is included in the PMT, and clears
the CP flag when the registration_descriptoris notincluded in
the PMT. When the audio ES is input by the DEMUX opera-
tion, the second content receiver 25 sets “copy never” as copy
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control information of the SCMS ifthe CP flag is set, and sets
“copy free” as copy control information of the SCMS if the
CP flag is clear.

On the other hand, in the case of communication based on
the RTSP or the like, the second content receiver 25 switches
the copy control in accordance with copy control information
received from the content transmitter 1.

It should be noted that here an example in which the con-
tent transmitter 1 transmits content data including only the
video ES as the ES to the first content receiver 2a, and trans-
mits content data including only the audio ES as the ES to the
second content receiver 2b has been shown. However, the
example is not limited to this, and the same content data
including both the video ES and the audio ES as the ES may
be transmitted to both the first content receiver 2a and second
content receiver 25 in a multicasting manner. That is, each of
the first content receiver 2a, and second content receiver 25
may eclectically select ESs. In any event, the content trans-
mitter 1 transmits the video ES and audio ES from one com-
munication module such as a Wi-Fi module or the like to the
outside.

The various modules of the systems described herein can
be implemented as software applications, hardware and/or
software modules, or components on one or more computers,
such as servers. While the various modules are illustrated
separately, they may share some or all of the same underlying
logic or code.

While certain embodiments have been described, these
embodiments have been presented by way of example only,
and are not intended to limit the scope of the inventions.
Indeed, the novel embodiments described herein may be
embodied in a variety of other forms; furthermore, various
omissions, substitutions and changes in the form of the
embodiments described herein may be made without depart-
ing from the spirit of the inventions. The accompanying
claims and their equivalents are intended to cover such forms
or modifications as would fall within the scope and spirit of
the inventions.

What is claimed is:

1. An electronic device configured to transmit a content
item comprising video data and audio data, the device com-
prising:

a video encoder configured to encode video data to gener-

ate a video packetized elementary stream (PES);

an encryptor configured to encrypt the video PES encoded

by the video encoder, by using an encryption system
complying with an HDCP standard;

an audio encoder configured to encode audio data to gen-

erate an audio PES;

amultiplexer configured to generate multiplexed data com-

plying with an MPEG-2 TS format, the multiplexed data
comprising the video PES encrypted by the encryptor
and the audio PES not subjected to encryption comply-
ing with the HDCP standard, the multiplexer being con-
figured to insert a registration descriptor specified by the
HDCP standard in a program map table (PMT) in the
multiplexed data when copyright protection is required
for the video PES and the audio PES, the registration
descriptor indicating that the video PES is encrypted by
using an encryption system complying with the HDCP
standard and not indicating that the audio PES is to be
protected in accordance with the HDCP standard; and

a content transmitter configured to output, by using an RTP

protocol, the multiplexed data generated by the multi-
plexer to an external device via a wireless transmission
path, wherein:
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the external device prohibits copying of both the video PES

encrypted in accordance with the HDCP standard and
the audio PES not subjected to encryption complying
with the HDCP standard if the registration descriptor is
inserted in the PMT in the multiplexed data, the regis-

10
(PMT) in the multiplexed data when copyright protec-
tion is required for the video PES and the audio PES, the
registration descriptor indicating that the video PES is
encrypted by using an encryption system complying
with the HDCP standard and not indicating that the

tration descriptor indicating that the video PES is
encrypted by using the encryption system complying
with the HDCP standard and not indicating that the
audio PES is to be protected in accordance with the
HDCP standard; and 10

the external device permits copying of the audio PES not
subjected to encryption complying with the HDCP stan-
dard if the registration descriptor is not inserted in the
PMT in the multiplexed data.
2. An electronic device configured to receive a content item 15
comprising video data and audio data, the device comprising:
a content receiver configured to receive, by using an RTP
protocol, multiplexed data complying with an MPEG-2
TS format from a wireless transmission path, the multi-
plexed data comprising a video PES encrypted by using 20
an encryption system complying with an HDCP stan-
dard and an audio PES not subjected to encryption com-
plying with the HDCP standard; and
a processor configured to:
prohibit copying of the audio PES not subjected to encryp- 25
tion complying with the HDCP standard in the multi-
plexed data if a registration descriptor specified by the
HDCP standard is inserted in a program map table
(PMT) in the multiplexed data, the registration descrip-
tor indicating that the video PES is encrypted by using 30
the encryption system complying with the HDCP stan-
dard and not indicating that the audio PES is to be
protected in accordance with the HDCP standard; and

permit copying of the audio PES not subjected to encryp-
tion complying with the HDCP standard if the registra- 35
tion descriptor is not inserted in the PMT in the multi-
plexed data.

3. A method of transmitting a content item for an electronic
device which transmits the content item comprising video
data and audio data, the method comprising: 40

encoding video data to generate a video PES;

encrypting the video PES, by using an encryption system

complying with an HDCP standard;

encoding audio data to generate an audio PES;

generating multiplexed data complying with an MPEG-2 45

TS format, the multiplexed data comprising the
encrypted video PES and the audio PES not subjected to
encryption complying with the HDCP standard, the gen-
erating comprising inserting a registration descriptor
specified by the HDCP standard in a program map table L

audio PES is to be protected in accordance with the
HDCP standard; and

outputting, by using an RTP protocol, the multiplexed data
to an external device via a wireless transmission path,
wherein:
the external device prohibits copying of both the video PES
encrypted in accordance with the HDCP standard and
the audio PES not subjected to encryption complying
with the HDCP standard if the registration descriptor is
inserted in the PMT in the multiplexed data, the regis-
tration descriptor indicating that the video PES is
encrypted by using the encryption system complying
with the HDCP standard and not indicating that the
audio PES is to be protected in accordance with the
HDCP standard; and

the external device permits copying of the audio PES not
subjected to encryption complying with the HDCP stan-
dard if the registration descriptor is not inserted in the
PMT in the multiplexed data.
4. A method of receiving, by an electronic device, a content
item comprising video data and audio data, the method com-
prising:
receiving by a content receiver, by using an RTP protocol,
multiplexed data complying with an MPEG-2 TS format
from a wireless transmission path, the multiplexed data
comprising a video PES encrypted by using an encryp-
tion system complying with an HDCP standard and an
audio PES not subjected to encryption complying with
the HDCP standard;
prohibiting, by a processor, copying of the audio PES not
subjected to encryption complying with the HDCP stan-
dard in the multiplexed data when a registration descrip-
tor specified by the HDCP standard is inserted in a
program map table (PMT) in the multiplexed data, the
registration descriptor indicating that the video PES is
encrypted by using the encryption system complying
with the HDCP standard and not indicating that the
audio PES is to be protected in accordance with the
HDCP standard; and

permitting copying of the audio PES not subjected to
encryption complying with the HDCP standard if the
registration descriptor is not inserted in the PMT in the
multiplexed data.



